Privacy Shield Customer Statement - July 2020

Cambridge Mobile Telematics has been closely monitoring recent updates to the EU-US Privacy Shield framework and subsequent court decisions.

Regardless of future changes, CMT remains steadfastly committed to the highest levels of data security and privacy. As of 7-16-2020, the Department of Commerce is continuing to administer the Privacy Shield program and as such, CMT will continue to follow these provisions until a consensus is reached between the EU and the USA.

CMT has also always supported Standard Contractual Clauses between our organization and partners when necessary. We will continue to handle the data of all customers in accordance with these contractual agreements, and support the utilization of Standard Contractual Clauses to replace or supplement Privacy Shield while a sustainable data transfer solution is developed by the EU and USA.

We would like to take this opportunity to remind all customers that CMT has implemented extensive physical and technical safeguards to protect personal data from loss, misuse, and unauthorized access, disclosure, alternation, or destruction. These robust controls have been reviewed by external ISO 27001 auditors. In addition, CMT is fully compliant with the ISO 27701 Privacy Information Management System framework and has demonstrated to auditors that we have sufficient controls in place to reduce the risk to the privacy rights of individuals. CMT is committed to collecting, storing, handling and securing data transparently and fairly while maintaining confidentiality.

Please email security@cmtelematics.com with any questions related to the data privacy and security program of CMT.

NOTE: This is a general informational statement, and does not replace or amend any contract between the parties. If you require any amendment to your contract with CMT, please contact your CMT customer representative.